Architecture discussion: Central component vs. no central
component

Architecture with a central component
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Architecture without a central component
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Each registry/service would
have to add support to
communicate with log, auth
and audit service

Certificates would have to be
managed at each
registry/service

No central dependency knot
Cannot easily intercept
messages for secondary use.
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